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<table>
<thead>
<tr>
<th>Version</th>
<th>Date</th>
<th>Comment</th>
</tr>
</thead>
<tbody>
<tr>
<td>UTM 2.7.0.7</td>
<td>06 July 2021</td>
<td>Version 2.7.0.7 GA Release</td>
</tr>
</tbody>
</table>
Build Information

Build 2.7.0.7 version released on 06 July 2021

Seqrite UTM Build 2.7.0.7 details:

<table>
<thead>
<tr>
<th>Product Name</th>
<th>Release Date</th>
<th>MD5 Checksum</th>
<th>Build Version</th>
</tr>
</thead>
<tbody>
<tr>
<td>Seqrite Unified Threat Management</td>
<td>06 July 2021</td>
<td>66ec95784af48e31377777ce4c0f52739</td>
<td>2.7.0.7</td>
</tr>
</tbody>
</table>
New Features and Enhancements

New Features with UTM 2.7:

- Vulnerability fixes
  200+ vulnerability fixed in UTM 2.7
- SSL Remote access VPN Certificate validity:
  Administrator can now set the number of days for which the SSL VPN remote access will be valid. Previously, there was no option to set this, and the validity was always 1 year. This feature will help the administrators to eliminate the need to renew the SSL VPN packages every year.

**NOTE:** Please check Help section on the UTM for more details of the new features.
## Bug Fixes

<table>
<thead>
<tr>
<th>ID#</th>
<th>Summary of the fixed issue</th>
</tr>
</thead>
<tbody>
<tr>
<td>1</td>
<td>In certain interface configuration, UTM UI becomes inaccessible after restoring Backup</td>
</tr>
<tr>
<td>2</td>
<td>In certain scenarios, IPS reports are not generated.</td>
</tr>
<tr>
<td>3</td>
<td>Due to some issue in registration, administrator is unable to configure PPTP VPN for more than 7 User.</td>
</tr>
<tr>
<td>4</td>
<td>Backup files fill up the boot partition due to which the device is unable to boot. This issue has been fixed</td>
</tr>
</tbody>
</table>
## Known Issues

The following table lists some of the important known issues to consider in version 2.6.0.20

<table>
<thead>
<tr>
<th>ID#</th>
<th>Summary of known issue</th>
</tr>
</thead>
</table>
| 1   | Ipsec site to site VPN tunnel remains still active even after editing RSA public key incorrectly at server end.  
     | Work Around: Use only valid format of RSA keys |
| 2   | SSO AD Agent Service could not get started on Windows Server 2019 showing error as DLL files missing  
     | Work Around: Install vc_redist.x64 and start the service.  
     | Refer:[https://blog.pcrisk.com/windows/12278-how-to-fix-the-program-cant-start-because-msvcp140dll-is-missing-from-your-computer-error](https://blog.pcrisk.com/windows/12278-how-to-fix-the-program-cant-start-because-msvcp140dll-is-missing-from-your-computer-error) |
| 3   | DHCP IP address assigned to SFP Ethernet got removed after disabling interface, DHCP address not received on swappable Ethernet.  
     | Work Around: Make sure the Interface configurations are valid while adding or removing the SFP NIC. Reconfiguration of Interface or Rebooting of device will solve the issue. |
| 4   | For Custom certificate, a PEM file also needs to be uploaded separately for the proxy service to function as expected. |
Appendix

Installation of UTM version 2.7.0.7

- Follow the steps of fresh installation using the ISO image