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Data Privacy Management
Enabling organizations with critical 

privacy management capabilities across locations.



Balance Contextual Data Privacy
with Holistic Cyber Security
In the last decade, data has evolved to become the actual revenue driver for any 
business- small or large. As the data landscape continues to grow, organizations face 
a new set of challenges in discovering sensitive data residing within their ecosystem. 
Moreover, as data privacy laws and compliance regulations continue to evolve, 
organizations now realize that the true owners of sensitive data are its customers; and 
these customers (or data subjects) are in turn aware of their data rights. 
With cyber-attacks getting more sophisticated and data privacy regulations more 
stringent worldwide, organizations need to ensure its sensitive data is handled right. 
Furthermore, organizations that fail to comply with data privacy requirements are at 
risk of steep fines, lawsuits, and other severe penalties.
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How do organizations ensure their customer data stays safe 
and in compliance with local and global laws?
The answer:

SEQRITE Data Privacy solution empowers  organizations to discover, locate, classify, and 
label  their sensitive data across enterprise assets , ensuring compliance with data 
privacy regulations such as CCPA, GDPR, PIPEDA , POPIA, and other relevant regulations 
depending on geography. The solution allows data privacy teams to sift through various 
applications, databases, and other IT sources, create profiles  to keep track of personal 
and confidential customer data and manage workflows for requests of access or 
modification  of such data.   Data subject rights requirements introduce the need for 
accurate correlation between stored data entities implemented through comprehensive 
workflows.
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SEQRITE
HawkkScan
Data privacy made secure.
SEQRITE HawkkScan is a data privacy 
management platform that empowers your 
organization to manage data privacy 
requirements across locations. The platform 
provides the ability to find sensitive and 
critical data spread across your 
organization's data landscape, classify and 
label this data to suit your business and 
privacy compliance requirements, and 
manage subject profiles and subject rights 
requests.

Discover
Get visibility into the different data and data 
sources present across your organization's 
data and entities perimeter including 
endpoints. Conduct periodic scans across 
data sources on several parameters to 
maintain consistent data awareness across 
your ecosystem. 

Classify 
Post discovery, classify data with labels from 
a base of 50+ default classifiers depending 
on the organization's policies. Create custom 
data classification labels and tags depending 
on relevant data privacy requirements.

Manage
Channel multi-level workflows to ensure 
appropriate handling of data across the 
organization. Correlate various data entries 
to stitch an automated response to 
subject-right management requests.
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Contextual Data Privacy
SEQRITE's data privacy solution - HawkkScan can be onboarded through SEQRITE 
HawkkEye which is an integrated platform hosting various industry-leading solutions 
under a unified cloud-based console.HawkkScan's intuitive interface and multi-lingual 
support enable data privacy personnel to create workflows required to comply with any 
relevant regulation or subject-rights requests.

Data Source Connectors

File Server
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Why choose HawkkScan?
Advanced Subject Rights Request Management
Manage subject rights requests at ease with the ability to search, detect, & locate 
data from a variety of source applications and databases.

Enhanced Data Cognition
Maintain 360-degree visibility into your data privacy posture with parameterized 
deep scans of multiple data sources per organization's data protection policies.

Intuitive Data Compliance
Ensure data compliance with support for global and local data privacy regulations 
(including GDPR, HIPAA, PDPA, and CCPA). 

Superior Insights
View all the consolidated data related to records on a single dashboard. Filter to 
the most granular details in reports for insights into data compliance and data 
privacy posture.

Effective Data Security
Leverage role-based user access control to manage users and user groups. 
Implement zero-trust concepts by employing least privilege access to any user 
accessing sensitive data.*

Powerful Integrations with easy Plug and Play modules
Integrate with other SEQRITE products through a centralized security monitoring 
platform, SEQRITE HawkkEye. Extend data privacy concepts across endpoints 
ensuring proper data handling.*

*This feature is part of the product roadmap.
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Licensing Model for HawkkScan

Up to 1-yearUp to 1-yearNumber of days for which 
audit trail will be retained Up to 30-days

Up to 1-yearUp to 1-year

Number of days for which 
cloud, system, and 
application logs will 
be retained

Up to 30-days

All includedAll includedAll includedNumber of built-in 
data classifiers

UnlimitedUnlimitedUnlimitedNumber of instances 
per data source connector

Unlimited255Number of custom 
data classifiers

Unlimited5Number of data 
source connectors 2

STANDARD EDITION
1-year/3-years

ENTERPRISE EDITION
1-year/3-years

TRIAL EDITION
30-daysFeature Name

Try Data Privacy 
Management for FREE for 
30-days.

Data Privacy Management 
for Small and Medium 
Enterprises.

Data Privacy Management 
for Large Enterprises

Description

Annual SubscriptionAnnual SubscriptionFREE for 30-daysPrice

UnlimitedUp to 500Up to 30Number of endpoints 
with HawkkScan Agent

Unlimited500100Number of profile 
searches per month

Unlimited505Number of custom 
data labels

Unlimited25050Number of subject rights 
requests per month

All includedAll includedNumber of built-in 
data labels All included

HawkkScan Edition 
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Simplified IT security to maximize business performance. SEQRITE is Quick Heal's Enterprise 
Security brand pioneering the future of cybersecurity with autonomous and highly advanced range 

of enterprise security solutions. We are focused at simplifying the security stack and proactively 
safeguard IT assets of businesses without forgoing enterprise capabilities. Our technology is 

designed to scale businesses and help secure the networks used by millions of customers globally. 
Are you ready?

About SEQRITE


