
The best security solution for 
server machines. Low on 
Resources. Strong on Technology.

Comprehensive Protection
• Our robust scan engine provides 

security against known and unknown 
malware, phishing, and virus attacks in 
real time.

• Ever vigilant, Seqrite AntiVirus protects 
your data against known and emerging 
malware attacks.

• Blocks malware download on your 
server machines.

• Ultimate security against ransomware 
attacks. Your data is secured. 

• Ensures that you browse the Internet 
securely.

Lightweight Footprint 
Lightweight, yet powerful antivirus that 
uses minimal system resources and lets 
you enjoy the full power of your PC.

Ease of Use
User-friendly interface and optimum 
default security settings ensure minimal 
user intervention. Just install and register 
the product, and enjoy your secure digital 
world.

Best-in-class support 
Toll free number, online support, and a 
knowledge base information platform for 
all your queries. 

SEQRITE ANTIVIRUS FOR SERVER - DATA SHEET

Why Seqrite Antivirus 
Server Edition?
Protection for server operating 
system at the price of desktop 
operating system.

Firewall Protection (2-Way Protection)
• Firewall Protection ensures 2-way protection and scans both 

incoming and outgoing Internet communication.

Full Scan
• Seqrite Antivirus Server Edition offers a couple of scan options. 

You can scan on demand, schedule scans, or scan certain files and 
folders as per your requirement. 

Boot Scan
• Cleans even highly infected systems. Some viruses tend to be 

active if the system is running and they cannot be cleaned. Boot 
Time Scan starts scanning on next boot using Windows NT Boot 
Shell to clean stringent viruses.

Emergency Disk
• Sometimes rootkits reappear even after anti-rootkit scanning. 

Hence, you can use Seqrite Emergency Disk for complete cleaning.

Hijack Restore
• Helps you restore the default settings of Internet Explorer modified 

by malwares, spywares, or even by you.

USB Drive Protection
• Stops autorun malware of the USB drive to curb spread of malware 

to your system.

Wi-Fi Scanner
• Internet data travels via routers. Routers are subject to various 

vulnerabilities such as DNS hijacking, weak password, or weak 
Wi-Fi encryption. In such cases, communication over your router 
may be intercepted or hijacked.  Wi-Fi Scanner scans your Wi-Fi 
router for possible vulnerabilities and recommends security 
measures.
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Prevent
Ransomware attacks 

Ransomware Protection
• Keeps your data and PC safe from ransom and 

hijack attempts.
• Smart data backup and restore features act as a 

safety net to get your valuable data back in case of 
a ransomware attack.

Surf the online
world safely

Browsing Protection
• Blocks suspicious and harmful websites that can 

download malwares and worms to your PC or steal 
your data.

Phishing Protection
• Prevents all kinds of phishing attempts that try to 

steal your data. Fraudsters impersonate legitimate 
email notifications asking for login or banking 
credentials. This feature detects such attempts.

List of other Seqrite products

Seqrite Unified Threat Management (UTM)

Seqrite Endpoint Security 

Seqrite Endpoint Security Management

Seqrite Centralized Management System

Seqrite Secure Web Gateway

Seqrite Encryption Manager

Secure email
communications

Email Protection
• Prevents malwares coming through emails.

Spam Protection
• Blocks spam emails and malware infected 

attachments.

No fear of
intrusion attack 

Firewall
• Protects against network attacks. 

IDS/IPS
• Blocks all kinds of malware intrusion and 

hacking attempts. Detects and blocks Remote 
Desktop (RDP) brute-force attempts and IP of 
remote attackers.

Robust scan 
engine

Virus Protection
• Blocks virus infections that try to infect computer 

programs to gain admin control and steal data.

Malware Protection
• Detects all kinds of malware, viruses, worms, 

Trojans, and spyware that try to inflict your PC 
from various sources and removes them instantly.

Advance DNAScan
• Keeps an eye on all the running programs on your 

PC to trace any suspicious behavior. DNAScan, 
our indigenous and proven detection mechanism, 
detects new and unknown malicious threats 
based on behavioral classification of the 
documents and files.

Prevent data 
theft

Data Theft Protection
• Blocks unauthorized copying of data from your 

PC to any USB drive or vice versa.

System Requirements

Please visit our website https://www.seqrite.com to know more about our security
products and related system requirements.

Operating System
Microsoft Server 2003 and higher

RAM
2 GB or more

CPU
Intel Pentium 4 or higher

Disk Space 
1.8 GB or more

Browser
Internet Explorer 6 or higher

Additional requirements
• Internet connection to receive
   updates and for activation. 
• Minimum screen resolution 1024 X 768.

Trusted
by millions

• India’s number one cyber security company.
• Providing IT security solutions since last 25 years.
• Trusted and used by more than 8+ million people worldwide

Award winning
protection

• Crowned with several awards including BEST+++
certification from AVLab.

• Rated 'Top Product' among antivirus products by AV-TEST.
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