
Company Profile
Posco is a multinational steel manufacturing company, 
headquartered in Pohang, South Korea. The company is known as 
the world’s 2nd largest steel manufacturing organization and it was 
ranked as the world’s 146th largest corporation in 2012 by the 
Fortune Global 500.

Posco was founded on April 1st, 1968 in South Korea. Being a leading 
steel manufacturing company, the firm has expanded its reach to the 
global market. Today, Posco is selling its steel products in more than 
60 countries, serving some of the well-known customers across the 
globe. Posco IPPC is a subsidiary of Posco, located in Pune, 
Maharashtra. Some of its clientele include Volkswagen, Mercedes 
Benz, and other prominent OEMs (Original Equipment 
Manufacturers).

Business Challenges

Posco has been investing towards providing a secure network 
infrastructure to its employees. The network and security managers 
at Posco IPPC were facing certain serious security challenges which 
could hamper their productivity. Handling the console, low 
bandwidth, CPU utilization while scanning, system slowdown, and 
excess utilization of IT manpower and resources were some of their 
major security concerns.

Before opting for Seqrite EPS, managing and handling security 
solutions was a major task for the IT managers at Posco IPPC. 
Despite managing the anti-virus solution manually, the IT managers 
were unable to see the detailed insights of cybersecurity incidents 
across endpoints.

With the evolving complexities and volume of threats, the IT 
managers at Posco IPPC wanted to opt for a one-stop security 
solution that could help secure their systems even at low Internet 
bandwidth and overcome the issue of excessive CPU utilization. The 
steel manufacturing company was also looking towards investing in 
a security solution that could restrict unauthorized devices in the 
company premises and generate detailed insights and reports based 
on multiple parameters and security incidents across endpoints. 
Despite having IT policies, the firm was facing a challenge to 
implement and follow them across the endpoints, which was 
increasing the security risks of the company.

Posco IPPC acquires a new
approach towards cybersecurity
with Seqrite EPS

We are now able to see detailed insights and 
reports of security incidents across endpoints 
with Seqrite EPS. The notifications and alerts 
keep us updated with  critical events such as 
detection of virus, malware, unauthorized 
access etc.

- Shailesh Chaudhari, Manager-IT, Posco IPPC

Name of the company: Posco-India Pune Processing
Centre Pvt. Ltd.
Headquarter: MIDC Pune, India
Industry: Steel Manufacturing 
No. of endpoints with Seqrite EPS: 175
Website: www.posco.com

Challenges

» Frequent malware and virus attacks
» Regulating systems across multiple locations
» Unknown devices being connected
» Harmful websites being accessed
» Heavy and long software updates
» System slowdown

Solutions
» Easy deployment and easy-to-apply IT policies
» Lesser time and resources spent towards IT 

management
» Improved system performance and less 

network downtime
» Roaming platform: cloud-based solution to 

monitor endpoints outside local enterprise 
network

» Group Policy Management: Flexible IT policies 
for different user groups

Business Results
» Ability to work on low Internet bandwidth
» Uninterrupted protection against malicious 

websites
» Advanced endpoint protection
» Detailed insights and reports based on multiple 

parameters



About Seqrite EPS

Seqrite Endpoint Security is an integrated 
enterprise security solution with a unified 
endpoint management console. It offers 
multi-layered protection with integrated malware 
protection, data loss prevention, advanced device 
control, application control, file and print activity 
monitoring and many more. With a simple yet 
comprehensive platform, it offers innovative 
endpoint security that prevents data leakage, 
monitor assets and provides robust web security 
and antivirus feature.

Features

Anti Ransomware
Protects from ransomware attacks and 
automatically takes back-up of files.

Outcome

The IT team at Posco IPPC was spending a lot of time managing 
the systems and network infrastructure manually. Despite having a 
security solution, the IT manpower and resources were being 
utilized to perform the scan manually and to generate reports 
related to security incidents across endpoints. Posco IPPC wanted 
to adopt a consolidated and centralized security solution which 
could reduce the unnecessary utilization of their IT manpower and 
resources. After careful consideration, Posco IPPC ascertained that 
Seqrite Endpoint Security (EPS) is the perfect security solution for 
their business requirements.

The features of Seqrite Endpoint Security taken into consideration 
by the IT security specialists are antivirus, firewall, web security, 
advanced device control, application control and the ability to work 
even on low Internet bandwidth.

The security specialists at Posco IPPC are now able to generate 
detailed insight and reports with the help of Seqrite EPS on security 
incidents across endpoints. The IT team, now, can focus efficiently 
on their tasks, which eventually helps the organization to increase 
its productivity.

Why did Posco IPPC choose Seqrite Endpoint Security?

The security specialists at Posco IPPC were specifically looking for 
a comprehensive endpoint security solution which could help them 
in automating their network security infrastructure. They carefully 
scrutinized the features provided by Seqrite EPS such as Anti 
Ransomware, Web Filtering, Firewall Protection, Application Control, 
Advanced Device Control, Browsing Protection, Phishing Protection, 
etc.

Seqrite Endpoint Security (EPS) is an easy to deploy web-based 
solution offering multi-layered protection. It provides enhanced 
security against malware, unauthorized access, infected websites 
and more. It improves system performance and helps in saving 
Internet bandwidth.

Seqrite EPS is now successfully running on 175 endpoints in Posco 
IPPC, MIDC Pune.

Key Benefits of using Seqrite EPS

» Uninterrupted protection against malicious websites, phishing 
attacks and more

» Comprehensive endpoint and data protection in one integrated 
solution

» Advanced endpoint protection with antivirus, intrusion detection, 
firewall and more

» Establish control over the use of Internet and save Internet 
bandwidth

» Detailed insights into every connected endpoint for uniform asset 
regulation

» Higher scalability and enhanced security for Windows and Mac 
platforms

Firewall 
Monitors inbound and outbound network 
traffic based on rules.

Data Loss Prevention (DLP)
Prevents data leakage within or outside 
the organization by monitoring data 
transfer channels.

Advanced Device Control
Enforce policies regarding use of storage 
devices, mobile and portable devices, 
wireless devices connected to endpoints.

Vulnerability Scan
It scans known vulnerabilities of installed 
applications and operating systems in the 
network in real-time.

Asset Management
Vigilant monitoring of hardware and 
software running on endpoints and also 
helps to track software/hardware changes.
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Seqrite EPS has an amazing array of security 
features. It helps us to enforce control over 
data, application, and web access with a wide 
range of features such as Advanced Device 
Control, DLP, Asset Management, Application 
Control, etc.


