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Chartered Speed Pvt. Ltd. is one of the leading players in the business of Commercial Vehicle Body Building and Fabrication (CVBU). The company unit and 
workshop has set high industry benchmarks with its innovative designs and body building capabilities. Chartered Speed is the operating partner for Ahmedabad 
Janmarg Limited (also known as Ahmedabad BRTS) and currently operates and maintains over 162 buses in BRTS Ahmedabad. 
Chartered Speed’s roaming employees have had continuous unprotected access to the web. The flexible employee work timings and the increasing vulnerabilities 
of the office systems across multiple locations made the company decide on choosing Seqrite Endpoint Security (EPS).

Key Challenges:
 Inability to monitor and control systems outside the local area 

network 

 Outdated operating systems were prone to real-time 
vulnerabilities and security breaches

 Inability to monitor movement of confidential files within the 
network 

 Accumulation of unnecessary files resulting in system slowdown

Solutions by Seqrite:
 Roaming Platform to manage endpoints out of local area 

network

 Vulnerability Scan to locate the security holes in applications 
and operating systems

 File Activity Monitor to notify admins when crucial files are 
copied, renamed or deleted

 Tuneup to clean junk files and enhance the performance of the 
endpoints

Business Challenge
With a roaming workforce, Chartered Speed was finding it difficult to centrally control and 
monitor employee systems inside and outside the local enterprise network. There was no strict 
company internet usage policy and Chartered Speed did not have a security solution in place. 
The employees had open access to harmful websites all day long across multiple client 
locations. The company wanted greater control over the kind of websites and applications that 
employees had access to.  

The operating systems used within the office network were mostly outdated making them 
vulnerable to frequent malware attacks. Maintaining these outdated systems was becoming 
increasingly costly. 

Further, a lot of sensitive and confidential data was copied and transferred, renamed or deleted 
by employees using USB and other external devices. Chartered Speed had no control over the 
copying and transferring of company data to other devices. It could not track the company files 
that were renamed or deleted by the employees. 

The office systems were hardly maintained and updated. A lot of unwanted applications, 
duplicate files, and remnants of programs that were not uninstalled property resulted in system 
slowdown and untoward delays in the operations of the company. 

With Seqrite installed on our systems, we get regular notifications about which 

apps and operating systems to apply security patches for. This keeps our systems secure. 

We can also monitor when crucial company files are copied, renamed or deleted.



The Seqrite Solution
Chartered Speed was looking for a security solution that would particularly allow 

them to stay connected to office systems out of the local enterprise network. 

The company went for Seqrite Endpoint Security (EPS) mainly for its Roaming 

Platform feature. The cloud based solution allowed the company to define a 

consistent security policy for all their office systems even when it is outside the 

local enterprise network. The Vulnerability Scanner feature immediately sent 

notifications regarding unpatched operating systems within the company and 

enabled them to identify security risks by threat agents. 

Chartered Speed is now able to have a bird eye’s view of all suspicious actions 

such as copying and transferring, renaming or deleting of sensitive company 

data using the File Activity Monitor feature. Also, system slowdown is effectively 

monitored by the Tuneup feature of EPS. The company has a time and date 

specific maintenance for cleaning all junk files and deleting invalid 

registries/disk entries.

Business Benefits
For businesses like Chartered Speed, where the company has to handle a mobile 

workforce, Seqrite Endpoint Security (EPS) gave them the best solution to their 

security needs. With the Seqrite product, the company effectively handles 

systems within or outside the local enterprise network. The cost of maintenance 

has significantly gone down and their IT team spends lesser time on system 

maintenance. Work productivity has increased significantly as employees devote 

more time to operational issues of the company. 

 Also, as office systems performed better with regular maintenance, Chartered 

Speed is able to respond to their customer needs on-time and meet any 

emergencies to ensure smooth operations.   



BEST ENTERPRISE
SECURITY SOLUTION

A comprehensive approach to endpoint security with host based content aware Data Loss Prevention.

Enterprise security solutions SEQRITE though relatively new in the market, is backed by a large global company Quick Heal Technologies 
with vast experience in many aspects of information security.

Seqrite Endpoint Security 6 consists of comprehensive endpoint security features to secure and mange endpoints. It also includes 
Advanced Device Control and Content Aware DLP. All of these functions are integrated into a single endpoint management console. It is 
compatible with a wide variety of operating environments like all flavors and versions of Windows desktops, servers, and also supports 
Apple Mac and Linux at endpoints. With a wide range of endpoint protection features like anti-malware, distributed firewall, content filter, 
asset management, application control and vulnerability scanner Seqrite Endpoint Security is a solid product for enterprise security. 

Cloud based, centrally managed mobile management 
solution for enterprise environment.

Seqrite Mobile Device Management is an easy-to-use 
enterprise mobility solution that is cloud-based and 
includes all the vital security features. It simplifies the 
end-to-end management of Android, iOS and Windows 
mobile devices within your enterprise network. With Seqrite 
MDM you have control over the app repository and can set 
restrictions on the use of applications. The solution 
streamlines device configuration and provides complete 
visibility and control of all devices from a single console. 
Seqrite MDM offers enterprises the advantage of an 
economical on-demand solution. 

Seqrite offers the Terminator series of gateway appliances for small and midsize businesses and 
remote offices. The appliance provides firewall, antivirus, content and email filter, intrusion 
prevention and application control in a single package. This offering also includes additional 
features like bandwidth management, link failover management and VPN connectivity. 
Terminator with its excellent performance and well-designed features backed by excellent 
support has been winning good clients.

Single, high-performance platform for all your network 
security needs. 

Quick Heal Technologies Limited 
603, Mayfair Tower II, Wakdewadi, Shivajinagar, Pune - 411005, Maharashtra, India.

www.seqrite.com+91-020-41060400 corporate@seqrite.com


