
Company Profile
Emami Cement Ltd. is the latest venture of Kolkata-based Emami 
Group. Established in 1974 by Mr. R.S. Agarwal and Mr. R.S. 
Goenka, Emami Group is now one of India’s leading FMCG 
companies engaged in manufacturing and marketing of personal 
care and healthcare products. With around 300 diverse products, 
Emami’s portfolio includes trusted power brands like Zandu, 
BoroPlus, Navratna etc.

Emami Cement Ltd. (ECL) has an installed capacity of 4.4 million 
tonnes of cement built at an estimated cost of over Rs 2650 
Crores. The cement plant is located at Raipur, Chhattisgarh. The 
manufacturing company is planning to commence an ultra-modern 
grinding plant at Jaipur and Cuttack in Odisha by 2018. These 
plants will have a build capacity of 6.2 million tonnes of cement.

Business Challenges

Emami Cement is an industry leader in cement manufacturing. The 
operations of the organization heavily depend upon the IT and 
network infrastructure. Computer availability, 24*7 high-speed 
Internet access for employees is a must. Employees need to 
monitor and manage the manufacturing centers, supply chain, and 
company’s engineering and construction projects.

With the ever-evolving technologies and operations, the IT team of 
Emami Cement Limited needed to focus on securing their network 
infrastructure by deploying an integrated security solution that 
could manage the endpoints across the IT environment. The IT 
team also wanted to shape their security policies by evaluating 
their effectiveness. In order to provide consistent and secure IT 
processes, the IT team began searching for an enterprise security 
solution that could provide a wide range of advanced security 
features.

Inadequate backups put company’s data at risk. Data backup was 
also among the major concerns of the IT administrators. They 
started looking for a consolidated security solution which is 
adequate to manage security and helps to enforce control over 
endpoints, data, applications, and web access.

Emami Cement Ltd. secures
their business-critical assets
with the help of Seqrite
Endpoint Security

Challenges

» Security of sensitive business data
» Frequent malware and virus attacks
» Unknown devices being connected
» Harmful websites being accessed
» Ransomware attacks

Solutions

» Easy deployment and easy-to-apply IT policies
» Enhanced security against malware, infected 

websites and more
» Asset Management: Comprehensive information 

on hardware and software configurations
» Group Policy Management: Flexible IT policies 

for different user groups
» Protection from ransomware attacks and 

automatic back-up of files

Business Results
» Robust protection of endpoints from ransomware 

attacks
» Proactive scanning of installed applications
» Firewall protection to monitor and control web 

traffic
» Multi-layered security solution such as Firewall 

Protection, Phishing protection, browsing 
protection

» Uninterrupted protection against malicious 
websites

» Immediate support from Seqrite Support team

One of the key reasons why we chose Seqrite 
Endpoint Security was because it’s a completely 
integrated security solution offering robust security 
features that helps us in securing our network and 
endpoints against advanced cyber threats.

- Atul Pandharpurkar, VP (IT), Emami Cement Limited.
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Key Benefits of using Seqrite EPS

» Comprehensive endpoint and data protection in 
one integrated solution

» Advanced endpoint protection with antivirus, 
intrusion detection, firewall and more

» Detailed insights into every connected endpoint 
for uniform asset regulation

» Uninterrupted protection against malicious 
websites, phishing attacks and spamming

» Proactive scanning of installed applications to 
detect unforeseen vulnerabilities

How Seqrite EPS assisted Emami Cement in securing 
their endpoints?

After evaluating a few security solutions and considering the 
security requirements, the IT team of Emami Cement ascertained 
that Seqrite Endpoint Security (EPS) is the best fit for their business 
requirements. The security specialists at Emami Cement could not 
risk losing the data of the organization, so they quickly decided to 
deploy Seqrite EPS.

Advanced features of Seqrite EPS such as Centralized 
Administration, Advanced Device Control, Application Management, 
Asset Management are assisting the IT team of Emami Cement in 
having better visibility across all endpoints, restricting unauthorized 
access and blocking malicious threats through web or app access. 
The core protection features of Seqrite EPS, i.e. Antivirus and 
Anti-Ransomware, are protecting the endpoints of Emami Cement 
from emerging threats. Seqrite’s Anti Ransomware feature uses 
behavior-based detection technology to detect and block 
ransomware threats. As an added layer of protection, it also backs 
up data in a secured location to help restore files in case of a 
ransomware attack.

The Patch Management feature of Seqrite EPS allows security 
specialists to keep a track of software patches and vulnerabilities 
of all applications. Being a manufacturing firm, data back-up is the 
biggest concern of Emami Cement. With the help of Seqrite’s Data 
Loss Prevention, the security specialists can now monitor 
confidential and user-defined data shared across the endpoints.

Why did Emami Cement Ltd. choose Seqrite Endpoint 
Security?

Seqrite Endpoint Security was the preferred choice of the IT team at 
Emami having proved its mettle in tackling the evolving threat 
landscape and assuring data security without affecting 
performance. Seqrite Endpoint Security offers a wide variety of 
robust protection features that help in enabling visibility and 
enhance control over the network infrastructure. It is an easy to 
deploy web-based solution that offers multi-layered protection. 
With the help of Seqrite EPS, the security admins at Emami Cement 
are now able to gain the desired control over critical changes 
across endpoints.

The IT team of Emami Cement is very satisfied with the post-sales 
support offered by the Seqrite team. The technical support 
provided by Seqrite has enabled the IT team of Emami Cement to 
enforce complete control over their endpoint security.

Seqrite EPS is now successfully running on 600 endpoints at 
Emami Cement Limited (ECL).
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Anti Ransomware
Protects from ransomware attacks and 
automatically takes back-up of files.

Centralized Administration
Web-based console with graphical 
dashboard, group and policy management, 
email and sms notification, easy deployment.

Features of Seqrite Endpoint Security

Firewall
Monitors inbound and outbound network 
traffic based on rules.

Application Control
Enforce control over the use of 
unauthorized applications within the 
network.

Advanced Device Control
Enforce policies regarding use of storage 
devices, mobile and portable devices, 
wireless devices connected to endpoints.

Asset Management
Vigilant monitoring of hardware and 
software running on endpoints and also 
helps to track software/hardware changes.


